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• Why are students online ?

• What are the risks ?

• How to monitor/supervise ?

• Where is the help?





• Collaboration/communication

• Learning/sharing

• Research

• Self directed learning

• Blogging, telling your story
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• Collaboration/communication

• Learning/sharing

• Research

• Self directed learning

• Blogging, telling your story

• Social - issues 

• Bullying 

• Sexting - Naked Selfies





• Pre school- fantasy / reality 

• Primary - friendships, social rules 

• Secondary -social interaction & risk taking



Video







• Loss of control over your information

• Online forever (Digital footprint)

• Are you on your own?

• Can your information be used against you?

• Bullying (self esteem)
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• Are you on your own?

• Can your information be used against you?

• Bullying (self esteem)

• Misrepresentation of identity (grooming)



• Inappropriate content

• Naivety

• Misrepresentation of oneself





• Parental Engagement

• Child’s awareness

• Education and awareness

• Reporting procedures



So many apps!



• Sharing -Digital

• Friends - "friends"

• Chatting -including camchat

• Playing -gaming

• Mobile- GPS 'location'



Discussions



• Is it appropriate to live your private life online ?

• What level of information is appropriate to share ?

• Who are your friends/What is a friend ?

• Who can you trust online ?

• Who can you ask for advice ?

• Who has your back online ?

• How do you know if you’ve gone too far ?

• Are you a good friend online ?

• Show me... learn/play together





Dealing with nasty or unwanted comments.

Dealing with junk mail, email attachments

Age inappropriate content that causes offense.

Racist or biased content

Reliability of websites, pop up windows.

Security risks of viruses, adverts and spam.



Chat rooms, gaming and social networking sites

Personal Online spaces. Keeping personal 
information safe - what is personal 
information? posting details online

Cyberbullying, stalking and harassment that 
threaten psychological well being.

Instant Messaging/text messaging.



Understanding copyright and illegal 
downloading and plagiarism

Gambling Harassment and bullying

Creating inappropriate material including videos

Misleading information

Sexting



Understanding how credit cards are used online.

Abuse of details and scams (or cyber tricks).

Mobile phone rates.

Advertising and sponsorship.

Advertising and sponsorship.

In app purchasing.





http://iom-safetycentre.co.uk

https://www.thinkuknow.co.uk

https://www.youtube.com/user/ceop

https://www.commonsensemedia.org

https://www.net-aware.org.uk/#

http://www.sch.im
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